
2021-03-13 UH hacked

(All times listed by me are CT.  Wordpress screenshot times show a +6 hour time 
difference.)

03/12/21 Deleted Raul’s domains that were parked on Whitney’s hosting plan.

03/12/21
https://twitter.com/hijodelcuervo/status/1370464551171411969?s=20

03/12/21
This was the first time Whitney publicly said she was leaving Chile.
https://twitter.com/_whitneywebb/status/1370489861854085123?s=20

https://twitter.com/hijodelcuervo/status/1370464551171411969?s=20
https://twitter.com/_whitneywebb/status/1370489861854085123?s=20


The Support Us page was live on the website when she posted this. It was a page letting 
people know the preliminary details about the membership plan that would be launching 
through the website.

03/13/21 6:20am





6:45am Admin is locked out of  hostinger-password changed

Website back up by 8am with help from Hostinger

03/13/21 https://twitter.com/hijodelcuervo/status/1370790743015587845?s=20
Is he chatting with customer service about his websites? No real evidence here, but the 
tweet is interesting.

**Event viewer logs**

 03/12/21 7:11pm
Failed login attempt from Whitney Webb Subscriber account
2a00:1370:8113:c46:6df7:e336:555d:f67

https://twitter.com/hijodelcuervo/status/1370790743015587845?s=20


Who is the Whitney Webb Subscriber? When you click on it, it takes you to this admin 
account

When you click into this admin account, these are the details.



Edit User Whitney Webb ‹ un
Mar 15, 2021

Raul has whitney@unlimitedhangout.com listed as his email address

**3/14/21**

11:40pm (saw the notification on 3/15)
Someone tried to reset Star’s instagram password

mailto:whitney@unlimitedhangout.com


**3/15/21**

2:48am
Another failed Whitney Webb admin login attempt location Russia



Star reset password on the admin Whitney Webb account

Admin installed Wordfence. Immediately after installing, received this notification. This was 
the first one after installing Wordfence. When a user tries to login, they get an alert that 
they were blocked by Wordfence.

10:18am Mexico City login attempt



10:22am
Another failed attempt immediately after with login through “admin” this time from 
Colorado Springs.  The location and IP address can easily be spoofed with a VPN.

If it was Raul who hacked the site, he would not have expected the Wordfence alert with 
the 10:18am login attempt. This could be an attempt to cover tracks. 

Another reason I think it is possible this second recorded event is the first person trying to 
cover their tracks is the timing. It was done 4 minutes after the Mexico City login attempt.  
There were four more attempts throughout the day. The timing is key. 



There were subsequent attempts to log in throughout the day from the following locations 
and times.

11:48am India username unlimitedhangout



11:52 Columbia username unlimitedhangout



2:36pm Israel username unlimitedhangout

3:54pm San Diego unlimitedhangout


